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Thank You for Your Purchase!

Agasio IP Cameras are designed and equipped primarily for local and
remote purposes such as home or office security surveillance. We provide
a variety of products suitable for any type of surveillance system setup,
including wired/wireless IP outdoor bullet cameras, IP outdoor dome PTZ
cameras, and IP Indoor PT cameras.

Please check the packaging to make sure you have received all items
including the camera accessories as follows:

- Agasio IP Camera

- Wi-Fi Antenna (If Wi-Fi compatible)
- Power Supply

- Installation Driver CD

- Mounting Bracket

Note: Please contact us immediately if there are any damaged items or if
the package is short of any of the accessories listed above.

If you have any additional questions or concerns, please feel free to contact
us at support@agasio.com or call us at 713-893-4514.
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1. Product Introduction

The Agasio A622W Wireless Pan/Tilt Outdoor IP Camera features a high quality video sensor combined
with a hardened P66 waterproof enclosure as well as fifty foot night vision range. It also includes an IR-
Cut Filter lens for true color images that are not washed out. The camera supports remote internet
viewing, motion detection as well as a built in network video recording system. It is smartphone
compatible (iPhone, Android & Blackberry) and accessible over the internet using standard browsers
(Internet Explorer, Safari, Firefox & Chrome). It is also compatible with Synology, Foscam, Blue Iris and
most other surveillance software programs and NVRs which accept standard MJPEG streams.

1.1 Safety Instructions

(1) Use the proper power source.

Do not use this product with a power source that supplies more than the specified voltage, which
is 100 — 240 V AC.

(2) Never insert anything metallic into the camera.

Inserting metal objects into the camera can cause electric shock, please be very wary of this.

(3) Do not operate in wet or dusty environments.

Avoid areas such as damp basements or dusty hallways.

(4) Do not attempt to disassemble the camera.

You may be subjected to severe electrical shock if you attempt to take apart the camera while the
camera is connected to its power source. If there are any unusual sounds or smells coming from
the camera, unplug it immediately and contact Agasio Customer Service at 713-893-4514.

(5) Handle the camera very carefully.

Dropping the camera on any hard surface may cause a malfunction. If the camera does not work
properly due to physical damage, please contact Agasio Customer Service to see if you are
eligible for repair of the camera or an exchange. Please also refer to the warranty page at the back
of this manual for further information.
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(6) Comply with FCC and CE Rules.

This device complies with Part 15 of the FCC and CE Rules. Operation is subject to the following
two conditions:

1. This device may not cause harmful interference.

2. This device must accept any interference received, including interference that may cause
undesired operation.

Any changes or modifications not expressly approved by the party responsible for compliance
could void the user’s authority to operate the equipment. This equipment complies with FCC and
CE radiation exposure limits set forth for uncontrolled environments. This equipment should be
installed and operated with a minimum distance of 20 cm between the radiator and your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or
transmitter.

2. Product Specifications

- Agasio cameras adopt high performance, strong function media processors (32-Bit RSIC)
- High sensor CMOS
- Optimized MJPEG video compression, high-definition image transmission
- Supports a maximum of 15 users viewing at the same time, no limit for service forwarders
- Built-in web server, standard browsers are used for real time monitoring and administration
- Supports Wi-Fi 802.11 b/g wireless networking protocols
- Supports remote system updating
- Supports DDNS analysis, LAN & Internet (ADSL, Cable Modem)
- Supports a variety of network protocols: TCP/IP, UDP, SMTP, PPPoE, Dynamic DNS,
DNS Client, SNTP, BOOTP, DHCP, FTP, SNMP
- Specific models support one and two-way audio (camera-to-user, user-to-camera)
- Supports motion detection alarm functions
- Supports image snapshots
- Automatic recovery function, auto reconnection available when network interruption detected

- Dynamic alarm function, configurable alarm time-schedule



3. Hardware Installation

Follow the steps below to set up your camera hardware. Make sure to follow each step carefully to
ensure that the camera operates properly.

1. Install the Wi-Fi antenna by twisting the antenna connector clockwise to the camera’s antenna port (for
wireless models).

2. Plug the power adapter port into camera’s power supply port. This may be external (outdoor models) or
internal (indoor models) depending on which camera you purchased.

3. Plug the network cable into the RJ-45 connecter which is found either on the external wiring (for
outdoor cameras) or on the back of the camera (for indoor cameras), and plug in the other side of the RJ-
45 cable to a port on your router/switch.

4. It takes approximately 30 seconds to boot up the camera, you will see the camera swivel automatically
a few seconds after it is plugged in, this indicates the camera has successfully powered on.

5. When the camera is correctly powered on and the network cable is connected properly, the green LED
on either the RJ-45 connector of the camera (for outdoor models) or the connector on the back of the
camera (indoor models) will remain solid. The yellow LED should continue to flash.

ouT

Figure 3.2 —Indoor Camera Rear Ports (your camera may be slightly different)
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4. Software Installation

Firstly, insert the CD into your CD drive, and then open the CD to see the files on your computer.
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Figure 4.1 — Double-click your CD/DVD Drive to browse the CD files

@-u-vll.g v Computer » DVD RW Drive (F:) IP Camera »

3 Libraries
| 3 Documents
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Organize * Burn to disc
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Figure 4.2 — Double Click the “English” folder
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1. Before continuing, we must first run and install the file named “OCX Setup.” Double-click this file,
and a dialogue box should appear that reads, “The installation finished successfully!” Press OK.

IPCam ActiveX Setup

< g

e -

The installation is finished succefully!

OK

2. Next, click the application named “Search tool.” The program will begin to run automatically from
the CD. If you would like, this software can be copied to your desktop. This will be continued in
the next section, “Software Operation.”
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5. Software Operation

When Search Tool is double-clicked, the software will show up as follows:

../ Search Tool t E]gj

Current Computer Equipment Information
Metwork Card: Intel{R} Centrino(R) Wire| % General | Others
IP: [192.168.1.135 |
Sub Mask: [255.255.255.0 | Name: [PCAM
Gateway: [192.158.1.1 | HTTP Part: 93
Primary DNS: [75.75.75.75 |
Secondary DNS:  |75.75.76.76 | P | 192 168 . 1 . 99
subMask: | 255 . 255 . 255 . 0
Equipments Gateway: 1192 168 . 1 . 1
Mode | Mame IP (%) Custom
Al IPCAM 192,168.1,99 .
Primary DNS: | 192 168 . 1 . 1
| 255 . 255 . 255 . 255
Inner access:  |hitp://192.168.1,93:99 | open
Count:1 Export
[ Find ] [ Apply H Cloze ]

Figure 5.1 — Search Tool IP Camera Software

Note: The Search Tool IP Camera Software searches for cameras directly connected to the Local Area
Network (LAN) of the router the computer is connected to. Please make sure the computer you are using
Search Tool on is connected to the same router that the camera is connected to.



There are two different scenarios that may take place:
First Scenario

No IP Cameras can be found within the Local Area Network (LAN). After about a 1 minute search, the
Equipment List will not show any IP addresses or cameras. If this happens we recommend firstly clicking
the “Find” button at the bottom of the program to see if any cameras show up. If no cameras show up, try
closing the software and re-opening it again to see if any cameras are detected.

Second Scenario

The IP Cameras have been detected within the Local Area Network (LAN). All the IP Cameras will be
listed and the total number is displayed in the “Equipment” field as shown in Figure 5.1.

1. Current Computer — Fields under this section indicate the Computer’s IP Address information.

2. Equipment information — This section indicates the IP camera’s IP Address information.

"« TS

3. If you find that the camera’s “Subnet Mask”, “Gateway”, “DNS Server” is not the same as your
current computer IP address information, you need to change the camera’s IP address. This is done
easily within the Search Tool by clicking the “Update” button, seen in Figure 5.2 below. You will be
prompted to confirm and enter administrative information. By default, the username is “admin” with no
password. The camera will then reconfigure itself and will disappear, then reappear in the list.

. Search Tool [ m|

4

Current Computer Equiprrent Information

Metwork Card: Atheros ARB132 PCI-E F. ¥ | General | Cthers

IP: [132.168.1.213 |
I [5ub Mask: [ess.255.255.0] ] Narue: | |
' eateway: 132.188.1.1 | | HTTF Part: s

Pricary DNS: [216.146.35.35 |

Secondary DNS:  [216.146.36.36 I\‘(:p_- | 192 .168 . 1 . 99
[ (Gpdate) sibmask. | 255 . 255 . 255 . 0|
\m&m: 192 168 . 1 . 1]

Mode ' Mame IP () Custom i

Al 192.168.1.81
TR PrivaryDNS: | 192 168 . 1 . 1

A lpcam 192.168.1.248

Inner access:  |hktp:jf192.168.1.99:99 | open

Count:3 Expeort

Lmd [ o J[ gose |

Figure 5.2 — Make Sure Your Subnet Mask, Gateway, and Primary DNS Matches the Camera’s
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5.2 Configuring Your Network

Once your camera’s IP address’ Subnet Mask, Gateway, DNS Server is the same as your PC or router,
you need configure the camera’s network parameters manually.

IP address: Fill in the IP address assigned and make sure the first three sections of the IP are the same
as the IP listed under the “Current Computer” section. For example, in Figure 5.2, the first three sections
of the IP that need to be entered under “Equipment Information” where the “IP” field is should be
192.168.1. These numbers were taken from the IP field under “Current Computer.”

Subnet Mask: The default subnet mask of the equipment is almost always: 255.255.255.0. You can find
the subnet mask under the “Current Computer” section of the software in the field “Sub Mask.”

Gateway: Just like the IP address, make sure all four sections of the Gateway are exactly the same. For
example, in Figure 5.2, the Gateway IP that should be manually typed in is 192.168.1.1. This information
is found under the “Current Computer” section in the field “Gateway.” The Gateway is the LAN IP of your
router.

Primary DNS: IP address of ISP network provider. You can also set it as the same as the Gateway. For
example, in this case it would be set as 192.168.1.1.

HTTP Port: You can enter a custom port number in this field for the camera; default port number is set to
99. You can change the port number to any number you would like, such as: 98, 211, 9999 etc.

.. Search Toal K E]E]

Current Computer Equiprment Information

Metwork Card: Atheros ARS13Z PCI-EF ™ General | Others

IP: [192.168.1)217 |

Sub Mask: [pss 255, 255.0 | Mame! [IPCam |

Gateway! |192.168.I'E;L1 HTTF Part: 219 . gg]l_‘lt CI?'II; Egaﬁ}ieihe
Primary DHS: [p16.146.35.35 | " | No. by vourself.
Secondary DN [216.146.36,36 | Piog (192 .168 . ) .219

Sub Mask; Ther%wgﬁﬂé@_shOU]'d be
the

same as your PC°S.

Equipments Gateway: 192 168 . 0] . 1
Mode | Mame IP {#) Custom

A7 IPCAM 192.168.0,219 _

EH  IPCAM 192.168.1.97 Primary DNS: | 192 .168 . 0 . 1

Al IPCAM 192.168.1.93
Al WANSCAM_C,..  192.168.1.196 |
Al WANSCAM_E...  192.1658.1.197
Al WANSCAM_115  192.1658.1.195

Inner access:  |http:f{192.168.0,219:213 | open

Efter Tiniched JIEGe"THe [P
ard-port- CHick "Apptr”

Counk:g Expart 3.

| End || ey || dose |

Figure 5.3 — Manually set the camera’s information to that under the “Current Computer” section



6. Viewing Live Video

You can access the camera using Search Tool, IP Camera Tool or IE, Firefox, Safari, Google Chrome
or other standard browser directly.

1. In Search Tool, there is a field that reads “Inner access.” This lists the current Local IP Address of
the camera. This IP address can be entered in any browser's URL field to bring up the camera
login. You can also push the button on the right of the field that reads “Open.” This will open the
camera up in your default browser.

. Search Tool t uu?

i
Current Computer Equipment Information
Metwork Card: Intel{R) Centrina{R) Wire| % General || Others
IP: |192.168.1.135 |
Sub Mask: |255.255.255.0 | Name: [PCAM
Gateway: |1g 2.168.1.1 | HTTF Fort: 99
Primary DNS: [75.75.75.75 |
SecondaryDNS:  |75.75.76.76 | P : | 192 .168 . 1 . 99
subMasi: | 255 . 255 . 255 . O
Equipments Gateway: 1192 .168 . 1 . 1
Mode | Mame IP {*) Custom
Al IPCAM 192.168.1.99 )
Primary DNS: | i .75 .75 . 7H
| 255 . 255 . 255 , 255
Inner access: http: /192, 163, 1.99:99 Open
Count: 1 Export

Figure 5.4 — The camera login page can be opened using the “Open” button

2. To access the camera by IE Browser directly, just type the camera’s IP address, for example, if
the camera’s IP address is 192.168.1.99:99, it would be typed as http://192.168.1.99:99.
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a )| @ nttp://1921681.99.99/indext htm p-BeX ]l © 192168199 X
3
Windows Security [
The server 192.168.1.99 at ipcamera_00B8FB00D772 requires a username
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Warning: This server is requesting that your u and p d be
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( ) [ User name ]
lw [ Password ]
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Figure 5.5 - Login is required (Default username is admin with no password)
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W

A AGASIO

ActiveX Mode (For IE Browser)

Sign in

Server Push Mode (For Safari,FireFox, Google Browser)

Sign in

VLC plug-in Mode(For IE,Safari FireFox,Google,Opera)

Sign in

Snap Motion Mode (For CellPhone Browser)

Sign in

attention:  propose using 1024 * 768 screen resolution

English ¥iAe3Z

Figure 5.6 — You can choose which option to sign in as depending on your browser



There are a few different options to choose from when signing in. The three primary options are:

(1) “Active Mode” (For IE Browser): available for Internet Explorer 6.0 and above.
(2) “Server Push Mode”: available for Firefox, Safari, and Google Chrome browsers.

(3) “Snap Motion Mode”: available within mobile phone browsers.

7. Viewing with Internet Explorer

Choose “Active Mode” (For IE Browser), and sign in. When logging into the camera for the first time, you
may receive an ActiveX prompt as seen in Figure 7.1. You will need to click “Allow” for Internet Explorer
to confirm running the IP Camera software add-on. The page will refresh and you may be asked to login
once again. Once logged in again, you should see live video.

P~ B x]

= Device([PCAM) | |

B Record | ¢y Audio

i

OLIOHOCH
Mirror Vertically

Mirror Horizontally

Baudrate Ful-Spee|~|
resolution 6407480 [~]
mode 60HZ [*]
vigt @B s €D
contrast ﬂ 4 “

default all

-

This webpage wants te run the following add-on: 'DVM_IPCam2 ActiveX Contrel Module' from 'ShenZhen Foscam Intelligent Technology Co. Ltd (.. ‘
What's the risk?

Figure 7.1 — If you see ared box and a prompt as seen above, please click “Allow” or “Run”
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If there is still no live video after confirming the ActiveX add-on module or if you continue to get a black
screen with the red “X” at the top left, you will need to try and enable the ActiveX options of Internet
Explorer’s security settings using the following steps:

Note: You may need to disable your firewall firstly to see if this is not causing the issue.

You will need to change the ActiveX settings within Internet Explorer by clicking “Tools” or the “Gear”
symbol on the top bar, and scrolling down to the option named “Internet Options”

e R
Print 2
File 3
Zoom (105%) 3
Safety 3
View downloads Ctrl+)

Manage add-ons
F12 developer tools

Go to pinned sites

Internet options

About Internet Explorer

Next, click on the tab at the top that reads “Security,” and click on the button near the bottom that reads
“Custom Level.”

Internet Options [P [

| General | Security | Privacy | Content I Connections I Programs I Aduanced|

Select a zone to view or change security settings.

@ & /9

Localintranet  Trusted sites  Restricted
sites

Internet

@ This zone is for Internet websites,
except those listed in trusted and
restricted zones.

%]
m
4]

Security level for this zone |

Custom

Custom settings.
- To change the settings, dlick Custom level.
- To use the recommended settings, dick Default level.

[C]Enable Protected Mode (requires restarting Internet Explorer)
’ Custom level... ] Default level ]

’ Reset all zones to default level ]




This will take you to the Advanced Settings where you can manually change the ActiveX control options.
Scroll down on this screen to where it reads “ActiveX controls and plug-ins” as the parent option, and set
the child options to “Enable.”

Security Settings - Internet Zone (. |

Settings

|#| ActiveX controls and plug-ins
|#| Allow ActiveX Filtering
() Disable
|#| Allow previously unused ActiveX controls to run without prom B
@ Disable
|#¢| Allow Scriptlets
@ Disable
) Prompt |
|| Automatic prompting for ActiveX controls
@ Disable |
() Enable
|#| Binary and script behaviors l

(1 Adrmimictrster smmenosd

1| 1]

*Takes effect after you restart Internet Explorer

Reset custom settings

Resetto: | Madium-high (default) v | Reset.. |

The most important options to keep enabled are the following:
Enable: “Download unsigned ActiveX controls”
Enable: “Initialize and script ActiveX controls not marked as safe”

Enable: “Run ActiveX controls and plug-ins”
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One more setting that will need to be changed is located under the “Advanced” tab in the “Internet
Options” window.

Once on the “Advanced” tab, scroll down to find the parent category named “Security.”

Check the option which states “Allow software to run or install even if the signature is invalid.” This is
pictured below:

|

| General I Security | Privacy | Content | Connections | Programs | Advanced [

Settings

Show pictures
ﬁ Security
[ allow active content from CDs to run on My Computer®
1l ) inf Mo -
=5 . . -
Chedk for publisher's certificate revocation
Chedk for server certificate revocation™
Chedk for signatures on downloaded programs
[ Do not zave encrypted pages to disk i
[] Empty Temporary Internet Files folder when browser iz de i|
Enable DOM Storage
Enable Integrated Windows Authentication™
[¥] Enable memory protection to help mitigate online attacks
1 | i [ 3

*Takes effect after you restart Internet Explorer

=

Restore advanced settings ]

Reset Internet Explorer settings

Resets Internet Explorer's settings to their default
condition,

You should only use this if your browser is in an unusable state.

) (oo [

Note: Make sure that your firewall or anti-virus software is not blocking the camera software or ActiveX. If
you are unable to view live video, please try disabling/closing your firewall or anti-virus software and
trying to log into the camera again.



8. Viewing with Chrome, Firefox, Safari

When at the log-in screen, choose “Server Push Mode” (For Safari, Firefox, Chrome), and click “sign in.”

Server Push Mode does not support ActiveX, so some functions are not available when using these
browsers, such as Play, Stop, Record, Audio, Talk, and Snapshot. If you want to use these functions,
please use IE Browser.

Note: There is an extension for Chrome and Firefox that allows you to open an Internet Explorer tab
within the respective browsers. This extension is called IETab, and is an excellent alternative if you'd like
to use the camera with all features within Server Push Browsers (IETab does not support Safari).

The Control Interface for the cameras in this mode is as pictured below:

A~AGASIO

» Live Video

O[] OH COH ‘
Mirror Vertically | | : 1
Mirror Horizontally [ | N —

Baudrate [FulFSpee[~] | ] 3
resolution W@O -]
mode m ‘
bright - 6
contrast a 4
default all

\ll
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9. Main Menu Interface

Here is a quick overview of the options available on the home screen of the Agasio camera.

A~ AGASIO

Mirror Vertically [
Mirror Horizontally [l
Baudrate  [Full-Spee[~]
resolution ‘Qg §07E|

mode [60Hz []
ight @ 6
contrast (gl 4

default all

This navigational circle controls the camera pan and tilt. You can
click the arrows around the circle to pan and tilt accordingly. The
Pan/Tilt feature will only work if a camera has this function

available.

Clicking this button will make the camera go on a vertical cruise.
The camera will tilt to its maximum height and tilt back down to
its lowest angle.



Mirrar Vertically

Mirror Horizontally

support@agasio.com
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[

Clicking this button will make the camera go on a horizontal
cruise. The camera will pan as far as possible to the left and then
as far as possible to the right.

Clicking this button will flip the image vertically, usually used
when a camera is mounted upside-down.

Clicking this button will flip the image horizontally, usually used
when a camera is mounted upside-down.

This button is used for turning on the IR night vision lights.

This button is used for turning off the IR night vision lights.

This button is used to control the PT Speed. This is found by
hovering over “Device Settings,” then clicking “PT Settings” The
lower the value, the faster the Pan/Tilt Speed will be.

This button is for setting a preset for the camera. Set the camera
to your desired area, then click this button, and click the preset
number you would like to save it to. Pan/Tilt cameras only.

This button is for calling a preset from the camera. If you have set
a preset to the camera already, click this button, then click the
number of the preset you would like to see. The camera will
automatically move to the set position. Pan/Tilt cameras only.

This setting changes the color of the OSD lettering, or can
remove the OSD entirely. OSD is the option that shows the date
and time on the live camera video feed. To find this option, hover
over “Device Settings” and hover over “OSD,” which will show
you the different options available.
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resolution 6407480 |~ |
mode 60HZ |~|
bright n 6

contrast n 4

default all

m“ Fecord

[ﬂ snapshot

Fs

i 3 Audio

This setting changes the image resolution.

This setting changes the image frequency.

This setting changes the image brightness.

This setting changes the image contrast.

This button resets all main menu options to factory default.

Clicking this button will start a manual recording which will
record to the folder you have specified. To change where videos
are saved, hover over “Path Settings,” and click “Record Path.”

This button takes a snapshot of the current screen and opens it in
a new tab where it can be saved manually to your computer.

This option enables User-to Camera audio. If the operator on the
computer has a microphone enabled on the computer, it can be
used to talk into the camera, and the sound will be heard from the
camera speakers.

This option enables Camera-to-User audio. If the operator on the
computer has speakers connected and configured to the PC,
clicking this option will allow them to hear audio from the location
of the camera.

This option can be set to keep the camera’s network indicator
LED light on or off (the LAN cable lights on the back of the indoor
camera). It can be found by hovering over “Device Settings” and
clicking “Indicator Settings.”

These options enable Single view, Four-screen view, or a Nine-
screen view. This function serves no purpose unless you have
more than one camera connected and configured to your
interface. * Please refer to section 15. Multi-Device Settings*

This feature is only supported by the PTZ IP Camera. Use these
buttons to zoom in and out.



10. Administrative Settings

When logging in as an Administrator, you have the ability to alter or change options other users
cannot change.

Administrator privileges allow access to all of the settings and operations of the camera; you can
set and control it freely. Some of the special options solely for administrators are listed below:

Alias Settings: You can name the IP camera to any name you see fit. To find this option, hover over
“Device Settings,” and click “Alias Settings.”

Date & Time Settings: Allows you to set the date and time. To find this option, hover over “Device
Settings,” and click “Date & Time Settings.”

Access Control Settings: Allows the administrator to add up to 8 different users that can log into the
camera using their own login information. On this page you can set up each accounts’ username,
password, and their access control (if they will be administrators, visitors, or operators).

® Visitors: Users with visitor access can only view the live video of the camera.

® Operators: Users with operator access can pan and tilt the camera using the navigational circle, set
the video screen’s brightness, contrast and other parameters.

® Administrators: Users with administrative access have the ability to set device settings and
advanced configurations.

Device Firmware Upgrade: Allows upgrading the firmware of the camera. You can find this option by
hovering over “Device Settings,” and clicking “Upgrade Device Firmware.”

Restore Factory Settings: If there is an error experienced or the camera has some unknown problem,
this button will allow the camera to be reset back to its default settings. Note that this will also erase
wireless settings, which will need to be reinserted once the camera is reset. You can find this option by
hovering over “Device Settings,” and clicking “Restore Factory Settings.”

Reboot Device: This option simply reboots the camera. You can find this option by hovering over “Device
Settings,” and clicking “Reboot Device.”

support@agasio.com Page | 21 713-893-4514



11. Multi-Device Settings

Multi-Device settings allow you to view up to 9 cameras simultaneously on one screen. If you have
multiple cameras set up, even if they are not on the same network, they can all be viewed when set up
correctly in Multi-Device Settings.

To navigate to the Multi-Device Settings page, hover over “Device Settings,” and click on “Multi-Device
Settings.” On the configuration page, you will be able to see all the cameras currently connected to your
Local Area Network (LAN).

Boardroom LongView(192.165.1.139) -
IPCAM(192.168.1.99) =
FBA Machine(192.168.1.149) -
Refresh
The 1st Device This Device
The 2nd Device None
The 3rd Device None
The 4th Device None
The 3th Device None
The 6th Device None
The 7th Device None
The 8th Device None
The 9th Device None
attention: If you want to access the device from intemet, be sure the host and port that you set can be accessed
from internet.
Submit | | Refresh

The first device is the default device, which is the camera that you are currently logged into. To add any
of the cameras that appear in the list, click the button that reads “The 2" Device.” More options will
appear underneath which include “Alias, Host, HTTP Port, User, and Password.”



-
FBA Machine(192.168.1.149) (=1
Device List in Lan g: arv:]r{‘::?j:-rl'ﬁﬁ;é.‘? Ei?]: 1.100) -
| Refresh |

The 1st Device This Device
The 2nd Device Boardroom LongView(192.168.1.139)

Alias | Boardroom LongView

Host | 192.168.1.139

Http Port | 80
User | admin
Password
Add [ Remove |
The 3rd Device Adam(192.168.1.147)
The 4th Device FEA Machine(192.168.1.149)
The 5th Device None
The 6th Device None
The 7th Device None
The 8th Device None
The 9th Device None
attention: If you want to access the device from 1'.t1temﬁ:::., e:;lee:jare the host and port that you set can be accessed from

Figure 11.1 — More fields drop down when you want to add another camera

Click the camera that you would like to add from the list, and the fields should automatically populate with
the IP address, Alias, and HTTP port. Enter the username and password for that camera, and click “Add.”
You can repeat this process for up to 9 cameras. If a camera is not located on the LAN, you can simply
input its external IP address, port, username and password, and click “Add.” Don’t forget to click “Submit”

when finished.
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To view the cameras in a multiple setup view, click on “Live Video” on the left side of the interface. You
can then change the view from single, to 4-view or 9-view depending on how many cameras you have

added. This option is seen pictured below.

A~ AGASIO

» Live Video

Mirror Vertically

Mirror Horizontally [E]

Baudrate Full-Spee[~
resolution 6407480 [~

mode 60HZ [+
bright - 9
contrast ﬂ 3

default all

Figure 11.2 — An example of using 4 cameras simultaneously on the same screen



12. Basic Network Settings

Obtain TP from DHCP Server |
TP Addr 192 168.1.99
Subnet Mask 255 255 255 0
Gateway 192 168.1.1
DNS Server 192 168.1.1
Hitp Port 99
| Submit | | Refresh |

Figure 12.1 — The Basic Network Settings page

This section of the camera contains the basic network LAN settings; these are the same settings that are
seen in the Search Tool software. If you need to change the IP address in the future for any reason, you

can do so from here as an alternative rather than using the Search Tool.

This section has an extra field named “Obtain IP from DHCP Server.” This option allows an IP address to
be automatically assigned to the camera. It is usually recommended to set the IP address yourself rather

than allowing the IP to be set by the DHCP server.

13. Wireless Settings

Utex-Guest[5893966c70e9] infra Mone -
utex[5893962c70e9] infra WPAMPAZ-PSK =1
Wireless Network List hpsetup[0271f2ef6c80] adhoc Mone
Texseis_inc[00226b78b138] infra WEP -
Using Wireless Lan
S5ID
Network Tvpe Infra -
Encrvption Mone -
| Submit | | Refresh |

In this section, we will cover making the camera wireless once it is fully set up by RJ-45 cable.

support@agasio.com

Page | 25 713-893-4514




Firstly, make sure your router is wireless capable. You will not be able to use wireless without a wireless
router.

Make sure the Wi-Fi antenna is properly installed to the back of your camera. Twist the connector onto
the camera’s Wi-Fi port so it is connected tightly.

Login to the camera and sign in to get to the main camera screen with live video. To get to the Wireless
Settings page, hover over “Network Settings,” and click on the option that reads “Wireless LAN Settings.”
Make sure to check the option that reads “Using Wireless LAN.” You will be brought to the screen as
pictured below.

Wireless Network List

Using Wireless Lan

SS5ID

Network Type Infra -

Encryption MNone -
| Submit | | Refresh |

Figure 13.1 — The Wireless LAN Settings page

On this page you will see a few different fields; they are explained in further detail below.

Wireless Network List — All wireless networks within the vicinity of the camera will appear in this list. In
order to see the networks, please push the “Scan” button twice. You should see a list of all available
networks, and you can click on a network to have the rest of the fields automatically populated, except for
the Share Key field.

Using Wireless LAN — When using wireless, this box must be checked.

SSID — This is the name of your Wireless Network, you may have a default name set by the router
(2WIRExxx for ATT customers as an example) or you may have set a custom name for your router. That
name goes in this field.

Network Type — This field describes the type of network the camera is running on. There are two options,
Infra and Adhoc. Currently, Adhoc networks are not supported by the cameras, so this option must
remain on Infra.



Encryption — This field describes the type of encryption your network is running. This is different for all
routers. The most popular encryptions are WEP, WPA, and WPA2. You can find this information by going
to the Control Panel on your computer and navigating to “Network and Internet.”

v Control Panel » All Control Panel Iterns »

Search Control Panel

Adjust your computer's settings

P Action Center

@ Beats Audio Control Panel
Credential Manager

&= Device Manager

Flash Player (32-bit)

ﬁ& HomeGroup

B Intel(R) My WiFi Technology

Administrative Teols
2| Biometric Devices
j' Date and Time
@ Devices and Printers
Folder Options
B HP Power Manager
B intel® PROSet/Wireless Tools
&2 Keyboard Location and Other Sensors
& Parental Controls
9 Power Options

B Notification Area lcons
U;J Phone and Modem

ﬂ':' Recovery & Region and Language
@7 Speech Recognition )] Synaptics TouchPad V7.5
;J. Taskbar and Start Menu

E Windows CardSpace

8 Troubleshooting
& Windows Defender

5@ AutoPlay
Click-to-Run Application Manager
@ Default Programs

B Display
la Fonts

& Indexing Options

Internet Options
& Mouse

B Performance Information and Tools

Programs and Features

™3 RemoteApp and Desktop Connections

@ Sync Center
82, User Accounts
‘ Windows Firewall

View by:  Small icons ¥

@ Backup and Restore
E Color Management
[ Desktop Gadgets
@ Ease of Access Center
=1 Getting Started
w Intel(R) Graphics and Media
| £ Java (32-bit)
I ';.: Netwaork and Sharing Center I

urt Personalization

Q) QuickTime (32-bit)

ii Sound

izl System

"_;. Windows Anytime Upgrade
0 Windows Live Language Setting

@ Windows Mobility Center Ej Windows Update

- | ¢,| | Search Control Panel Pl

e—
@O' X » Control Panel » All Control Panellrems » Metwork and Sharing Center
e — ———

Control Panel Home

View your basic network information and set up connections

I Manage wireless networks I ﬂ‘&,' w 0
~ .

Ch dapter setti
ange adapter settings Internet

See full map

Change advanced sharing

etti .
g View your active networks Connect or disconnect

E& Work network

Change your netwerking settings

Internet

Wireless Network Connection
(Foscama2)

Access type:
Connections:

{t. Set up a new connection or network
. Set up a wireless, broadband, dial-up, ad hoc, or VPN connection; or set up a router or access point.

§ Connectto a network

Connect or reconnect to a wireless, wired, dial-up, or VPN network connection.

o - S —
@u’hﬂﬂ v Control Panel » Metwork and Internet » Manage Wireless Networks - | 3 ‘ | Search Manage Wireless Networks L0 ‘
Manage wireless networks that use (Wireless Network Connection)
Windows tries to connect to these networks in the order listed below.
Add  Remove Movedown  Adapter properties  Profile types  Metwork and Sharing Center ®
Metwaorks you can view, modify, and reerder (3) -
| Agasio2 : WPAZ-Personal Type: Any supported Automatically connect
Properties
Remove network
i Agasio3 Rename VPA2-Personal Type: Any supported Automatically connect
Move down
.E- h" Agasio Security: WPAZ2-Personal Type: Any supported Automatically connect

Figure 13.2 — Navigate to Manage Wireless Networks, right click on your network, click Properties
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Agasio? Wireless Metwork Properties | S|

| Connection | Security |

Security type: [WP.&Z—Personal V]

Encryplion type: [AES V]

Metwork security key | Agasio

Show characters

Advanced settings

Ok l[ Cancel l

Figure 13.3 — In Properties, click the Security tab at the top, you will then see your Wireless
Network’s Encryption information and security key.

After navigating to the window in Figure 13.3, you can use the listed information to manually input into
the Wireless LAN Settings page. In this window, “Security Type” and “Encryption Type” will be the two
factors you will need to use to determine the value of the Encryption field in the Wireless Settings Page.
In the example in Figure 13.3, the value we would use in the Wireless Settings page would be WPA2
Personal (AES).

Once an encryption is selected, one last field that will drop down is “Share Key.”

Share Key — This is the password you use to connect to your router. It is either a default password that
was not changed and set by your router, or it is a custom password you have set yourself. In the case of
Figure 13.3, we can see that the share key is “Agasio.” The share key is the same value as your Network
Security Key.



Using the following information above, we should have our Wireless Settings page look like the following.

Utex-Guest[5893966dad29] infra Mone -

utex[5893362dad23] infra WPAWPAZ-PSK -
Wiieless Network Lis 0356 H123[0024930ec2e0] mita WEP -
Using Wireless Lan
S5ID Agasio2
Network Type Infra -
Encryption WPAZ Personal (AES) -
Share Key Agasio

| Submit | | Refresh |

Figure 13.4 — All fields have been filled in with the information found from our wireless network

The last step would be to click “Submit.” Once this happens, the camera will take 30 seconds to reboot. It
will go through the same panftilt cycle (if it is a pan/tilt camera) just as it does when it is powered up. This
indicates the wireless settings being uploaded to the camera.

After the 30 second countdown, proceed to take out the RJ-45 LAN cable from the Ethernet port of the
camera, it may take up to a minute for the camera to appear wirelessly on the Search Tool software. You
may need to click “Find” several times or restart the program if the camera is not seen after a minute.
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14. ADSL Settings

When your camera is directly connected to the Internet via ADSL, you may need to enter your Internet
Service Providers information. You can enter your ADSL Username and Password within the ADSL

Settings in the camera.

You can find this setting by hovering over “Network Settings,” then clicking on “ADSL Settings.” To see all
fields, remember to check the box that reads “using ADSL Dialup.” Once finished, remember to click
“Submit.”

Using ADSL Dialup
ADSL User
ADSL Password

[ Submit ] [ Refresh

15. Port Forwarding on Different Routers

Port forwarding is one of the most important steps of setting up your camera. Port forwarding allows your
camera to be seen remotely, meaning any computer with an internet connection and the proper system
requirements will be able to see the camera as long as you input the correct the external IP address into
your browser. You can even view the camera over your 3G or 4G mobile smartphone, and there are
many different apps available from the Apple Store as well as Android Market to use when wanting to
view your camera this way.

Since there are so many routers from many different companies, we will be going over some of the more
popular routers as examples, such as Linksys, Belkin, and D-Link. These steps are just for reference,
be sure to look at instructions for your specific router on how to port forward. You can also use a highly
recommended resource at www.portforward.com to find out how to port forward on your exact router,
which comes with screenshots of each step as well.



http://www.portforward.com/

15.1 Linksys Routers

To begin, open a web browser and type “192.168.1.1” in the address bar and press Enter on your
keyboard.

You will be prompted to log in. Log in with a username of “admin” and password of “admin” or leave it
blank. These are default values; if these do not work consult the router's user manual. If you have
changed the username and password, please use those values instead. Then click OK.

The server192.168.1.1 at Linksys E1200 requires a username and password.

Warning: This server is requesting that your username and password be
zent in an insecure manner (basic authentication without a secure
connection).

e

[T] Remember my credentials

Next, proceed to click on the category “Applications & Gaming,” then click on “Single Port Forwarding”

)
CISCO. Fimmeare Yersion: 1.0.00

Linksys E1200 £1200

Applications & ——
- Setun Wireless Securi Access Polk v ICSTIONE & 2 jministration Status
Gaming o Gaming

Sngle Port Forwarding

External Port | Internal Pon Protocol ToiP Address
None w 192 168 1,0
None ~ - - I = 'zsz 168.1.0 [ [
Nona - v b - - —  |192.168.1.0 | B
L by — - —  |192.183.1.0 | B
et A - ~ |192.168.1.0 | I
0 [ Both v 1192 168 1.0 [
0 0 ‘Bmvlaszcwiﬁ [
0 0 | Both v 192 168.1.0 .
0 0 | Both ~ 1192 168.1.0
0 0 | Bom ~ 192.163,1.0 -
0 0 TBmv'wz«seH?
0 B | Both v {492 168.1.0
0 0 | Both v |19z 163.1.0 E
0 0 | Both + 1182 168.1.0 1
07 0 'Bom '.|;2 1$A8 71‘707 [ m
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Next, under the custom fields on the left side of the screen, insert the name you would like to call the
camera (IPCAM). Then, under the categories “External Port” and “Internal Port,” type your port number,
in our case we would type port “99.” The protocol should stay on “Both.”

In the field under the category “To IP Address,” type in the fourth part of the IP address of the camera
(which starts with 192 etc.). Don’t forget to check the box which is under the category “Enabled.”

Remember to click “Continue” when you are finished.

atleat)n,
C'sco . Fimware Versico: 1.000

Linksys E1200 E1200
Applications §  T——— X

Setun Wircless Security Access Polky Applications & o0 ceration Status

Gaming Gaming

Sngle Port Forwarding <

Application Name External Port | Internal Port| Protocol To P Address | Enabled
None « 7 192 168.1.0 b a
None v = - l - 192 168 .1.0 .

Mode - v b — — — |192.168.1.0
Nee. ;> - - —  |192.188.1.0
K808 72 - — 182 168,1.0
IPCAM 99 99 |Both v 12 168 1. 99 | X
[ 0 AButh~'192|5,3|0 B
0 0 Both ~ 1192 163.1.0
0 0 Both v (132 168.1.0
o 0 Bot v 152 16810 | EI
(4 0 .Bam v .192 168.1.0
770 i 0 1 Both ; 192 168 |707777 I
0 0 Both « /192 168.1.0
0 0 Both + |192 188.1.0
0 0 'Bocnv'm’leeno

Figure 15.1 — An example of how port forwarding should look in a Linksys router

After this is done your camera should be set up to be remotely viewed! You can double check if your port
is forwarded by going to http://www.canyouseeme.org and typing in your port and checking that way.

To see if you can access your camera with the external IP address, find out your external IP address by
going to http://whatismyipaddress.com. The IP address there is your external IP address, which you will
use in your URL bar along with the port number to access the camera from any browser or on your smart
phone using 3G or 4G.



http://www.canyouseeme.org/
http://whatismyipaddress.com./

IP Information: ©0.79.253.205

|=F: Comcast Business Communications
Crganization: Comcast Business Communications
Connection: Broadband
Services: None Detected

Figure 15.4 — An example of an external IP address. Use this along with your port number to
access the camera remotely on any browser or smartphone.

For example, we would type in our browser the following: “50.79.253.205:99” and push Enter. This
should take us to our camera. Remember to always add a colon and the port number after the external IP
address.

15.2 Belkin Routers

To begin, open a web browser and type "192.168.2.1" in the address bar and press Enter on your
keyboard.

(<8

File Edit

@ http://192168.2.1 Blank Page : I I

1. Click on Login in the upper right hand corner of the page.

Router Setup Utility Home | Help

Status
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2. Belkin routers do not ship with a password. If you have not set up a password to the router, just click
on Submit. Otherwise, type in your password and then click Submit.

BELKING&: Router Setup

LAN Setup

LAN Settings L°g|n

DHCP Client List

Internet WAN Before you can change any settings, you need to login with a password.

Connection Type Ifyou have not yet set a custom password, then leave this field blank and
click "Submit.”

MAC Address

Wireless Password

Channel and SSID Default = leave blank

Security

W 4 Se

Wi-Fi Protected Setup Clear

Guest A

Use as Access Point

Media Features
Quality of Service

3. Click on "Virtual Servers" under the Firewall category in the menu on the left side of your screen.

WIreliess ariv

S Firewall
Virtual Servers GUI

Access Confrol

omz Internet Settir
DDNS WAN MAC Adc
WAN Ping Blocking Connection T
Security Log Subnet Mask

4. Enter the following information:

Check the box under the category that reads “Enabled.”
Type a general description of the application; in this case it will be an Agasio Camera, so type IPCAM.

Type the port(s) that you have specified in the Inbound Port category. For our example in this manual,
we used port 99. Therefore we would insert “99” in the first and second fields.

Enter the Local IP address of the camera in the Private IP address field. This is the IP address of the
camera which should start with “192.” Enter the fourth part of the IP address in this field.



Under the “Private Port” category, simply put the port 99 again (your port may be different).
Click on the “Apply Changes” button to save the changes.

I e e e e [ )

b4 IPCAM 99 TCP | 192.168.2. 99
2. L) - TCP »| 192.168.2.
-t - . TCP |»! 3921882

Figure 15.2 — An example of what the port forwarding should look like within a Belkin router

After this is done your camera should be set up to be remotely viewed! You can double check if your port
is forwarded by going to http://www.canyouseeme.org and typing in your port and checking that way.

To see if you can access your camera with the external IP address, find out your external IP address by
going to http://whatismyipaddress.com. The IP address there is your external IP address, which you will
use in your URL bar along with the port number to access the camera from any browser or on your smart
phone using 3G or 4G.

IP Information: ©0.79.253.205

|5F: Comcast Business Communications
Organization: Comcast Business Communications
Connection: Broadband
Services: None Detected

Figure 15.4 — An example of an external IP address. Use this along with your port number to
access the camera remotely on any browser or smartphone.

For example, we would type in our browser the following: “50.79.253.205:99” and push Enter. This
should take us to our camera. Remember to always add a colon and the port number after the external IP
address.
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15.3 D-Link Routers

To begin, open a web browser and type “192.168.0.1” in the address bar and press Enter on your
keyboard.

You will be prompted to log in. Log in with a username of “admin” and password of “admin” or leave it
blank. These are default values; if these do not work consult the router's user manual. If you have
changed the username and password, please use those values instead. Then click OK.

Product Page: WeR-2310 Hardware Version: A1l Firmware Version: 1.04

ADVANCED | TOOLS STATUS SUPPORT

VIRTUAL 5 1 Helpful Hints..

Application Na
The Port Forwarding option is used to open a single port or a range of ports through your C,!,’,.i',’jf;,::lpprgﬁn

APPLICATION RULES firewall and redirect data through those ports to a single PC on your network. Name drop down menu for

PORT FORWARDING

list of pre

FENIE RS AT [ Save Settings ] [ Don't Save Settings ]

WEBSITE FILTER

FIREWALL SETTINGS 20- PORT FORWARDING RULES G ! & arrow
button next to the drop

to fill out the

Traffic
Type
Mame Computer Names:

— You can select v
IPCAM Application Name EI uter f e list of
dd any [w] |Always [+ JHCP dients in the
IP Address Computer Name drop
192.168.0.99 Computer Mame EI down menu, the

Schedule

Figure 15.3 — An example of port forwarding within a D-Link router

Begin by clicking the category at the top named “Advanced.” Next click the button on the left side that
reads “Port Forwarding.” The Port Forwarding settings page will appear.

As listed in Figure 15.3, type in the information of the camera into the related fields. In the “Name” field,
you can enter “IPCAM” or any other name you wish. Under the IP address field, put the full IP address of
the camera, in our case, it was “192.168.0.99.” Under the Port category, enter 99 for both “Start” and
“End” fields. Under “Traffic Type” leave it at the default value of “Any.” Also leave the Schedule category
default as “Always.”

After this is done your camera should be set up to be remotely viewed! You can double check if your port
is forwarded by going to http://www.canyouseeme.org and typing in your port and checking that way.



http://www.canyouseeme.org/

To see if you can access your camera with the external IP address, find out your external IP address by
going to http://whatismyipaddress.com. The IP address there is your external IP address, which you will
use in your URL bar along with the port number to access the camera from any browser or on your smart
phone using 3G or 4G.

IP Information: ©0.79.253.205

|=F: Comcast Business Communications
Organization: Comcast Business Communications
Connection: Broadband
Services: None Detected

Figure 15.4 — An example of an external IP address. Use this along with your port number to
access the camera remotely on any browser or smartphone.

For example, we would type in our browser the following: “50.79.253.205:99” and push Enter. This
should take us to our camera. Remember to always add a colon and the port number after the external IP
address.

16. Dynamic DNS Settings (DDNS)

Dynamic DNS is a service used specifically for users who have Dynamic IP addresses. A Dynamic IP
address constantly changes several times a day, making it very difficult to track the IP address needed to
view a camera, since the IP address of the camera will also be changing constantly.

Dynamic DNS is a feature already embedded in the camera software which can be set to a few third party
DDNS services. The most popular DDNS provider is DynDNS.com (Dyn.com). Other DDNS services that
are third party are also provided and set up for use within the camera (Oray, 3322.0rg, etc.).

To navigate to the Dynamic DNS Service Settings page, hover over “Network Settings,” and click on
“DDNS Service Settings.”
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DDNS Service DynDCns.org(dyndns) -
DDNS User Agasio

DDNS Password (ITIIT1T]

DDNS Host agasio.dyndns_org

DDNS or Proxy Server
DDNS or Proxy Port
Re-Update Ignoring All Errors [C] never do this unless your hostname has been unblocked
proxy config is needed if the device is in China Mainland or HongKong
| Submit | | Refresh |

Figure 16.1 — An example of the DDNS Service Settings page configured to DynDNS.org

There is a free trial for Dynamic DNS Service available from Dyn.com (DynDNS.com). Below are the
steps to sign up for a free account and use one free host name.

Enter the following URL into your browser: http://dyn.com/dns/dyndns-pro-free-trial/. You will see the
following image near the top of the page, click “Start the Trial” to begin.

DynDNS Pro Free Trial
Try out our basic Dynamic DNS

& Remote Access service for |4 days.

START THE TRIAL



http://dyn.com/dns/dyndns-pro-free-trial/

Add New Hostname

You currently have an unpurchased DynDNS Pro Trial service in your shopping cart. You can now create hostnames on our subscriber-only
premium domains, enable wildcard subdomains, and access 2 variety of other benefits.

Please note: if you cancel the DynDMS Pro Trial service, these features will be disabled.
Hostname: agasio . dyndns.org [=]
Wildcard: [[] create "*.host.dyndns-yourdomain.com” alias

(for example to use same settings for www.host.dyndns-
yourdomain. com)

Service Type: @ Host with IP address
) WebHop Redirect (URL forwarding service)
™ Offline Hostname

IP Address: 50.79.253.205
Your current location's 1P address is 50.79.253.205

IPv6 Address (optional):

TTL value is 60 seconds. Edit TTL...

Mail Routing: [ T have mail server with another name and would like to add
MX hostname...

Add To Cart

Figure 16.2 — Choose your hostname and fill in the IP address field with the external IP address
provided by DynDNS.com in the blue hyperlink.

You will be asked to add a new hostname. You can type a custom name for the hostname and use any
type of ending for the last part of the URL. In this case, we used “dyndns.org,” and used “Agasio” as our
custom hostnames. Keep the service type as default, “Host with IP Address.” In the field that reads “IP
Address, Dyn.com will show you your current location’s IP address, in the example above it is
50.79.253.205. You can click the link listed there to automatically populate the field with the IP address.

This IP address is known as your external IP address, or the IP address that is seen from any outside
network. So far, we have been using the local IP address (192.168.x.xxx) to set up the camera. The
external IP address serves as a unique identifier for your network that distinguishes you on the internet
from every other user, which is why it differs from the local IP address.

Leave the other options blank and click “Add to Cart.”

support@agasio.com Page | 39 713-893-4514



Upgrade Options

Take the first step toward 100% reliable primary DNS management with Dyn Standard DNS. With 10 years of industry leading
uptime, why risk downtime with anyone else? Pricing starts at just $29.95 per year and you can get started today!

DynDNS Pro Trial (14 days) remaove £0.00
Dynamic DNS Hosts

agasiol.dyndns.org - remove £0.00

Order Total: £0.00

Contribute to DynCares, Dyn's foundation work. | $5.00 E

Create account or log in to continue checkout:

Username MAqgasi
gasia Already Registered?

Password 'TII11T1]
Username

Confirm Dmvﬂrd 'TII11T1]
Password

Email  agasio@agasio.cam

Confirm Email  agasio@agasio.com
Forgot your password?

" v T e I o T B

Security Image x .’_ g R AN R B -
i T AR ITIAET TR TR AR

= R ] N N N -{{

“ - Samt @ ™ el a3 Pl g

Enter the numbers from the above image:
38330

[] Subscribe to Dyn newsletter {One or two per month)

I accept the terms of Dyn's Acceptable Use Policy, the Dyn Services Aagreement, and Dyn's Privacy Policy.

Create Account

Figure 16.3 — Setup your trial account username and password, along with your e-mail address

Enter a Username and Password you would like to use with your Dyn.com account. In this example we
used the username “Agasio” and password “Agasio.”

Enter your e-mail address and type in the numbering on the security image. Make sure to check the box
which reads “I accept the terms of Dyn’s Acceptable Use Policy etc.” and click “Create Account.”



After clicking “Create Account,” you will see the following screen. An e-mail will be sent to the e-mail
address you provided.

Check your e-mail to find the e-mail from Dyn.com asking you to confirm your account. Click on the link
listed in the e-mail and it will take you back to the next steps on creating your account.

One more step to go...

We've sent an email to agasicfagasic. com, to verify your account. Please check your inbox and click on the 3
confirmation link. " ‘

If you do not receive the email in the next few minutes you can try resending it. .4!

Thanks for choosing DynDNS.com!

Dyn Donotreply donotreply@dyndns.com
to me =

Cear Dyn Customer:

Your Dyn account "agasio” has been created. You need to visit the
confirmation address below within 48 hours to complete the account creation
process:

https:/account.dyn_comfeml/createconf/0mvEh3rVergD 1 B GWU novg

Visit hitp://dyn.com/dns/ for a full listing of all of our available
Senvices.

If you did not sign up for this account, this will be the only

communication you will receive. All non-confirmed accounts are

automatically deleted after 48 hours and no addresses are kept on file. We
apologize for any inconvenience this correspondence may have caused and we
assure you that it was only sent at the request of someone visiting our

site requesting an account.

Thanks,
Chyn

Figure 16.4 — Confirm validation of your trial account by clicking the verification link found in your
e-mail
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Almost there! Please review your order and follow the instructions below:

Service Period Price
DynDMS Pro Trial (14 days) £0.00

To start your free 14-day trial, we'll need a valid credit card on file. We're confident you're going to
love using DynDNS: i you agree, in 14 days we'll autornatically charge your credit card $20.00 for a
full year of awesome service (and auto-renew yearly thereafter). You can always cancel your
DynDMS trial at any time and use a single dynarnic DMS hostname free of charge.

Dynamic DNS Hosts
agasiol.dyndns.org - £0.00

Order Total: <0.00

o Provide payment information

VISA oncerer (—\ TRUSTe

Card Number:
Card Expiration: MM YYYY

Security Code:

Figure 16.5 — Insert your credit card information to continue creating your trial account, you will
not be charged by Dyn.com for any services unless you fail to cancel your trial within 14 days.

A valid credit card is needed for your DynDNS trial; you may cancel this trial any time after creation within
14 days to keep one free host name, which is all you need for an unlimited number of cameras.

Once your account has processed and confirmed, you will see the following screens confirming your host
names. You will be able to cancel your trial immediately if you'd like.



Order 260444| has been processed

Thank you for your order!

Just signed up for DynDNS Pro with Dyn -
Order 2604441 has been processed. You wil be receiving an e-rmail super easy!
confirmation shorthy, and can print vour receipt hera.

Give your friends 3 15% discount and get 30% off for yourself!

Show us some love! Bshare 3 Tweet
Get Started with your |4-day DynDNS Pro Trial

This trial gives you access to all the benefits of the ful DynDNS Pro service, such as access to 260 premium domains, email support,
and your account remaining active for the duration of the Pro service. Here are a few tips to get started:

1. View your new Dynamic DNS hostname or create more Dynamic DNS hostnames.

2. Install an update client to ensure your hostname is always pointed to the correct IP address.

3. Configure your network to allow access to your device from the Internet. You can use our Dyn Wizard for some general
instructions on how to do this, use resources such as PortForward.com, or contact the device's manufacturer for assistance.

4. If you have any questions about setting up your Dynamic DNS hostname, you can visit our Community Forum or contact our
Support team.

5. If you decide that DynDMNS Pro isn't for you, we understand. You can cancel your DynDNS Pro trial any time during the 14-day
trial period, downarading to a free account. A few limitations of free accounts include just one DynDNS hostname allowed, no
access to technical support, and your account could expire every 30 days without user activity.

PRINT THESE INSTRUCTIONS

DynDNS Pro and Host Services 1 My Services

DYNDNS HOSTNAMES + Add Mew Hostname
HOSTNAME SERVICE DETAILS LAST UPDATED
agasiol.dyndns.org Host 50.79.253.205 Jul. 03, 2012 3:36 PM

» Add External WebHop
» Host Update Logs

SINGLE PACKAGE OF PRO + Add More Pro HOSTNAMES AVAILABLE
PACKAGE E};?EAT'ON Tou are using | of the 3l hosts currently

available in your account
DynDNS Pro (trial ends in o July 17, 2012

13 days)
You have 30 hostnames remaining

Figure 16.6 — The screens above indicate the completion of your trial account setup, note that you
can always cancel your trial and keep one hostname free, without a charge.
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Confirm Cancellation

We're sorry that your Dynamic DNS Pro trial hasn't lived up to your expectations. If you'd like, you can keep one of your dynamic DNS
hostnames free of charge. You can always purchase full Dynamic DNS Pro service later at any time.

Please confirm that you wish to permanently delete the DynDNS Pro service that expires July 17, 2012 from your account. This
action cannot be undone.

This service s 3 trial, You cannot resume this trial once it & cancelled, and you are not elgible for 3 refund or voucher,

By clicking Delete, vou agree to the following:

¢ Yes, I wish to permanently delete this service.
« Yes Iunderstand this action cannot be undone and wil immediately remove the service from my account.

Reason for cancelation: | 128 Characters Max
DynDNS Pro and Host Services
DynDMNS Pro Service Deleted I

DYNDNS HOSTNAMES + Purchase More Hostnames with Pro
HOSTNAME SERVICE DETAILS LAST UPDATED
agasiol.dyndns.org Host 50.79.253.205 Jul. 05, 2012 2:24 PM
NO PRO PURCHASED + Upgrade To Pro HOSTNAMES AVAILABLE
PACKAGE EXPIRATION DATE You are using | of the | hosts currently

available in your account

For access to 260 premium domains, email support, and an
account that rermains active without needing to log in No hostnames remaining!
monthly, upgrade to DynDNS Prol If you wish to have additional hosts for this
service, you must upgrade to DynDNS Pro

Figure 16.7 — As seen above, cancelling your trial has no effect on the first host name you
register, thus allowing you to use this host name for free for your cameras.



You have now successfully obtained a DDNS address which you can use within the camera. See Figure
16.8 for additional reference on how to set up the DDNS hostname you have created to work with the
camera.

DDNS Service OynDns.org(dyndns) -
DDNS User Agasio
DDNS Password senses
DDNS Host agasio.dyndns_org
DDNS or Proxy Server
DDNS or Proxy Port
Re-Update Ignoring All Errors [] never do this unless your hostname has been unblocked
proxy config is needed if the device is in China Mainland or HongKong
| Submit | | Refresh

Figure 16.8 — The username and password in the account we created is entered here, along with
the hostname we registered. All that needs to be done is to push “Submit.”

Once you have entered the information in the service settings and pushed “Submit,” you should be able
to access your camera using the provided host name. In this example, instead of using the external IP
address of the camera, we would just use our hostname and type it into the URL bar as follows:
“Agasio.dyndns.org:99”

Note: Remember that you always have to enter your port number with a colon at the end of the URL if
you are not using port 80. Since we are using port 99, we would have to add “99” at the end of the
hostname URL.
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Note: If you have a dynamic IP address, make sure you have downloaded DynDNS’s “Update Client” and
installed it onto your computer. The update client automatically updates your IP address as it changes so
that the hostname will always be updated with the external IP address, even if it changes. You can locate
the download page at www.dyn.com/support/clients/.

Home » Support * Dyn Update Clients

Dyn Update Clients

Windows Client

netall Culde What is an update client? DOWNLOAD NOW

Release Motes An update client is 2 computer application or a feature in BN P ERTIEGL A L P2
your router that keeps your hostname's IP address up-to- EIEREZUONLR B
Mac OS5 X Client date. The update client periodicaly checks your network’s
Install Guide 1P address; if it sees that your IP address has changed, it
sends (updates) the new IP address to your hostname in
your Dyn account.

Running a Mac 05 X or Linux
operating system?

Release Motes

Linux Clients

ddclient

inadyn Why do | need an update client?
Dyrjl_asr“lnéc DNS Updates If you're lke many DynDNS customers, you have a dynamic IP address which changes
via

periodically (monthly, weekly ar even daily). This can make it difficult or impossible to connect
to services at home, like remote desktop or FTP.

Using an update client with your DynDMNS or Dyn Standard DMNS hostname allows you to make
sure you can always reach your home network, because it makes sure that your hostname is
always up-to-date with the ltest IP address. The update client runs in the background, so
once you have it properly configured you dont have to worry about it; you only need to
remember your hostname to reach your files and services.

Figure 16.9 — DynDNS update client download page


http://www.dyn.com/support/clients/

17. E-mail and FTP Settings

Sender
Recefver 1
Recetver 2
Recetver 3
Recetver 4
SMTP Server
SMTP Port 25
Transport Laver Security Protocol Mone -

Gmail can support TLS, only based on port 465 Gmail can

support STARTTLS, only based on port 25/387

Meed Authentication [l

Please set at first, and then test.
Report Internet IP by Mail [

| Submit | | Refresh

Figure 17.1 — The Mail Service Settings Page

Seen in Figure 17.1 is the Alarm E-mail Notification Settings. Configuring this page will allow you to
receive e-mail alerts when motion is detected to your e-mail, you will also receive pictures of the motion
detection to your e-mail address if you choose to do so.

The fields listed are detailed as follows.

Sender — This should be your e-mail address, for example, Agasio@gmail.com.

Receiver 1 — 4 — These fields are for the e-mail addresses you would like notifications sent to. Put your
own e-mail address as well as any additional e-mail addresses in these fields.

SMTP Server — The SMTP server is going to be the last part of your e-mail address with the word “mail”
in the front. For example, our e-mail, Agasio@gmail.com, the SMTP server will be “mail.gmail.com.”

SMTP Port — Usually the SMTP port is 25, however for certain e-mail providers the SMTP port differs.
Some other ports are 465 and 587. Check with your e-mail provider if you are unsure of your SMTP port.
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Transport Layer Security Protocol — This protocol differs between e-mail providers, check with your
provider to see if you should use TLS, STARTTLS, or None.

Need Authentication — Usually you will need to have this checked, once you check it, two new fields will
drop down that read “SMTP User” and “SMTP Password,” you would put in your e-mail account
username and password in these fields. For example, we would put “Agasio” (without the @gmail.com at
the end) into the SMTP User field and the password into the SMTP password field.

Note: Please make sure to push “Submit” before pushing “Test.” Once you push “Submit” you can then
test the e-mail by pushing the “Test” button.

o FeSevieSems
FTP Server |:|
FTP Port
FTP User I
FTP Password I:I
FTP Upload Folder

FTP Mode FPORT

Please =et at first, and then test.

Upload Image Now Fi
[ Submit ] [ Refresh

Figure 17.2 — The FTP Service Settings

FTP Settings are similar to the E-mail alert settings. For the majority of FTP’s you will have to contact
your FTP provider for the server and port information.

Most FTP servers use port 21. FTP Mode has two different values, either PORT or PASV. Check with
your FTP provider to see which mode is used. When an alarm is triggered by the camera, images will be
sent directly to the FTP server, similar to the E-mail alert settings.



18. Alarm Settings

Motion Detect Armed
Motion Detect Sensibility 5 =
Alarm Input Armed
Triger Level High -
IO Linkage on Alarm [l
Send Mail on Alarm
Send Alarm Notification by Http ]
Upload Image on Alarm
Upload Interval (Seconds) 0
Scheduler
Day( 0 |1 |2 |3 [4 |5 |6 |7 |8 |9 10|11 12|13 (14 |15 |16 |17 (18 |19 |20 (21 |22 |23
Sun
Mon)
Tue
Wed
Thu
Fri
Sat
Submit | | Refresh |

Figure 18.1 — An example of the Alarm Settings page along with the enabled scheduler

As shown above, there are two different modes for alarm settings. The first mode is motion detection,
which can be seen above. The sensitivity of motion detection can be adjusted easily according to your
requirements. If you need higher sensitivity for the alarm settings, the number should be lower. We
recommend placing the number on “5.”

The second mode is the input alarm, which when connected, triggers an alarm through the alarm input
signal. This is usually connected to a linkage alarm GPIO.

When triggered, there are three different alarm modes. The first is IO alarm linkage, where the camera is
connected with linkage directly to the alarm box through GPIO and sounds the alarm’s siren. The second
alarm mode is e-mail notification, which sends e-mails with attached images that have been captured
during the motion detection. The last mode is the upload of alarm pictures, which refers to the FTP server
being sent the images, and the images can also be sent consistently at an interval, which is set on the
FTP Service Setting’s page.

The built-in scheduler refers to the time frame that the camera will be armed. Each box in the scheduler
refers to a 15 minute time frame for each hour in the day and for every day of the week. “0” refers to
12:00 AM and “13 — 23" refers to 1:00 — 11:00 PM.
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19. Hard Reset and Firmware Upgrades

If for any reason your camera stops functioning or is giving you errors, you can always “hard reset” the
camera. This will completely wipe the camera settings that have been set, including any wireless settings,
FTP settings, or Alarm Settings. The hard reset allows you to set the camera back to default factory
settings when you are not able to access the camera anymore.

Figure 19.1 — The bottom of an Agasio indoor model camera, the reset button is located on the
right

To perform a hard reset, take the end of a paper clip and push the button that is located at the bottom of
the camera (indoor cameras), hold this button down for 20 — 30 seconds. Leave the camera powered on
during this process. The camera will start to automatically pan and tilt which signifies that the hard reset
has completed successfully.

If you have an outdoor camera, the reset button is located on the external wiring, hold this button down
for 20 — 30 seconds and the camera should be reset automatically.



Upgrade Device Firmware Browse... Submit

Upgrade Device Embedded Web UL Browse... [ Submit ]

Figure 19.2 — The Upgrade Device Firmware page

This section is for upgrading your camera’s firmware and Web Ul. The firmware and WebUI should be
available from our support page at www.agasio.com for your specific camera. Please be aware that
upgrading your firmware or WebUI could result in some features of your camera not working correctly if
you update the wrong version. If you are unsure of which firmware or WebUI to upgrade, don’t hesitate to
contact us at support@agasio.com.

You can find the Upgrade Firmware page when hovering over “Device Settings,” then clicking on
“Upgrade Device Firmware.” You can upgrade the firmware by clicking “Browse,” locating the downloaded
firmware on your computer, selecting it, and then clicking “Submit.”

20. Restoring Factory Defaults

If you would like to restore the camera to factory default settings within the camera instead of performing
a hard reset, you can do so by hovering over “Device Settings,” and clicking on “Restore Factory
Settings.” When this is clicked, a picture similar to Figure 20.1 will pop up asking to confirm the restore.
Once you click OK, the camera will reset and should appear again within about one minute.

Message from webpage ﬁ

:I are you sure to restore factory settings

| ok || Cancel

Figure 20.1 — The confirmation window asking you to confirm restoring the factory default settings
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21. Rebooting Your Camera

To reboot your camera within the camera itself, you can do so by hovering over “Device Settings,” and
clicking the button which reads “Reboot Device.” Once you click this button, a window similar to Figure
21.1 will appear, click OK to confirm and wait about one minute for the camera to reboot. The camera
should appear again within one minute of rebooting.

Message from webpage I&

:] are you sure to reboot the device

oK ] ’ Cancel

Figure 21.1 — Confirmation window asking to confirm a camera reboot



22. Warranty Information

1. Most products can be returned for either arefund or for a replacement of the same item. Refunds are
subject to a 15% restocking fee and must be requested within 14 days of receiving the item. An item
is not eligible for return after these 14 days. The restocking fee is ultimately deducted from the refund
amount. We charge this 15% restocking fee for all returns to encourage customers to purchase products
they intend to keep. This fee covers the cost of shipping the product to the customer. In addition, it covers
the time and resources spent on repackaging, repairing, and refurbishing these returned items to make
available for replacements. If the item is defective and a customer would like to return the product, Agasio
Digital Technologies LLC will waive the restocking fee for a full refund minus shipping costs (a $7.00 value).

2. For replacements, the customer is responsible for paying shipment charges when returning the product to
Agasio Digital Technologies LLC. Agasio Digital Technologies LLC will pay for shipment of the replaced
items back to the customer. After three months from the purchase date, the customer must also pay the cost
of shipping the item back to them. If an item is dead on arrival (DOA) and is not powering up or operating
correctly, the customer may replace the faulty item for a replacement item within 14 days and have shipping
charges reimbursed from the original payment of the order. Agasio Digital Technologies LLC ships all
domestic U.S. RMA repaired items by USPS Priority Mail or UPS Ground (3-7 days).

3. All RMA returned items must be sent via traceable means. Examples would be UPS, FedEx, DHL, or US
Postal Service Priority Mail. Be sure to retain the tracking information for your records. The customer is
responsible for the product until it is received by Agasio Digital Technologies LLC. Agasio Digital
Technologies LLC is liable for the returned item upon the receipt of shipment.

4. RMA turnaround time is within two (2) weeks (10 business days) after receipt of returned items. The
replacement item(s) will be ready for return shipment by this time. USPS or UPS (3-7 days) is the standard
method of shipment for U.S. domestic shipments. International Shipments will usually be sent via USPS;
however Canada Post or Royal Mail may also be used.

5. All items returned under an RMA will be repaired, or at Agasio Digital Technologies LLC’s discretion,
replaced with either new or factory refurbished parts. If a returned product is determined to be damaged or
misused, it will be left to the discretion of Agasio Digital Technologies LLC to determine if the product is
replaceable. Accidental damage or misused products will not be repaired or replaced under the product
warranty. If a product is functioning properly once received and processed through our RMA procedures, the
item may be returned to the customer at the customer’s expense.

6. International customers undergo a separate RMA process. If a product is returned to Agasio Digital
Technologies LLC’s US address, customers are responsible for customs charges including, but not limited
to, brokerage, taxes, duties, and other fees.

7. Replacements are processed upon product availability. Products cannot be exchanged for different products
once an RMA has been processed or received UNLESS the item being replaced is backordered or
unavailable. A similar product can be sent to the customer that is equal to or lesser than the original amount
of the purchase.

8. Agasio Digital Technologies LLC will not accept any packages without an open, valid RMA number
appearing on at least the shipping label or the outside surface of the box/packaging. Only the specific items
listed on the RMA will be accepted. All other items will be returned to the customer at the customer’s
expense. After return shipment of a repaired/replacement part to the customer, Agasio Digital Technologies
LLC will close the RMA.

9. Agasio Digital Technologies LLC shall NOT be liable under ANY circumstances for any indirect, incidental or
consequential damages or lost data.
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